Digital World Travel
Just, as we cannot guarantee risk free travel on the highways, the air, or by sea. We cannot guarantee 100% risk free travel in the ever expanding Digital World. 

However, we can try to help you limit the risks!
�
The internet and mobile phones provide a great way to communicate and express yourself with others, but it’s important to make sure they’re used responsibly so that everybody has an enjoyable online experience.
It’s all about respecting yourself and others.
Kate’s Safe Travel Tips
I can’t stress enough the inportance of cybersafety!
These are 10 things for children to remember to keep themselves safe online.
1. Use a strong password (a combination of upper and lower case letters, symbols and numbers).
2. Don’t believe everything you read – make sure you know it’s coming from a reliable source.
3. Don’t give out any private information over the internet or through mobile phones about you, your family, friends or other people that you know.
4. Think before you send! You have to think about what you are saying and how the recipient/s may feel.
5. Don’t hide behind a computer screen, if you wouldn’t say it to their face, don’t say it at all!
6. Don’t post inappropriate or illegal content anywhere on the internet.
7. Make sure your social networking profile is set to private (check your security settings).
8. Only accept friend requests from people you actually know – even if it is a friend of a
 friend it’s not a good idea to add them unless you actually know them.
9. Tell your friends to ask for your permission before uploading and/or tagging a photo of you on their social networking profiles.
10. Don’t click on any links that are embedded in emails - type the URL into the browser and go from there.





There are also six simple things parents could do to keep their children safe online:
1. Be involved – talk to your children and find out what they do in their digital lives. Try out your children’s favourite apps and websites.
2. Model good behaviour – Set a positive example for your kids by turning off your devices and practicing safe and responsible behaviour.
3. Set time limits – establish clear rules about the amount of time children can spend on their devices each day
4. Encourage a balance – support your children’s offline activities
5. Play respectfully – Remind children not to say mean things. If they wouldn’t do it offline, don’t do it online!
6. Watch your steps – remind children that what you do online today can be used against you tomorrow. So keep it private or don’t do it – a digital footprint has consequences.
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